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For more information, contact your field sales specialist or visit www.cna.com.

Efficient, powerful  
data breach coverages.

SMALL BUSINESS

Data Breach for Small Business

Do your clients store data, including private information, on 
computers or paper files? Do your clients use e-mail? Do your 
clients generate revenue online? If you answered yes to any of 
these questions, then your clients are at risk for a cyber attack. 

Data Breach provides critical coverage for any business that 
collects private information, such as Social Security numbers, 
Healthcare Payer ID numbers or credit / debit card numbers. 
Simple tasks, such as sending an infected e-mail that results in a 
loss of a third party’s private information can result in a liability. 
Data Breach provides coverage for third party claims relating to 
privacy injury and identity theft. 

Data Breach is now available on CNA Connect®. This means one 
policy, one bill and the simple quoting process on CNA Central.

Data Breach coverage highlights

•	 Worldwide coverage: networks and businesses today are 
“borderless.” Claims can originate from anywhere in the 
world. Data Breach covers third-party claims related to 
privacy injury that can occur worldwide. Claims made and 
the costs to notify individuals will be covered or made 
anywhere in the world 

• 	 Privacy injury and expense costs that result from a breach 
of non-public personal information, including unauthorized 
disclosure of non-public private information, as defined by 
law, such as account relationships, Social Security numbers, 
Healthcare Payer ID numbers or credit / debit card numbers

Who needs coverage 

•	 Retail and wholesale establishments that accept 
credit cards 

•	 Service occupations such as printers, lawyers, 
accountants, etc. 

•	 Medical offices and other healthcare providers 
who must comply with HIPAA 

•	 Any company that stores employees’ or customers’  
non-public information 

Data Breach features

• 	 Coverage on an admitted basis 
• 	 Limit options from $100,000 to $2,000,000 
• 	 Paper files and portable devices are covered when 

required by law 
• 	 Coverage is written on a claims-made basis with 

defense within limits 
•	 A sublimit for regulatory expenses is included that 

will reimburse the insured for their expenses to 
comply with notification laws 

•	 Expense limit includes crisis management, public 
relations and legal expenses


